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I'EHEPATOP XAOTUYHUX YUCEJI I3 HEYITKUM KEPYBAHHSAM JJIS1
KPUINITOI'PA®IYHUX CUCTEM I3 IUHAMIYHOIO JOBIPOIO

Anomayia. Y cmammi 3anpononogano mooenv zeHepamopa xaomuunux uucen (Chaotic Random Number
Generator, CRNG) 3 enremenmamu HedimKko20 KepyBaHH:, OPIEHMOBAHY HA AOANMUBHe De2Yl08AHHA NaApamempis
XAOMUYHOI Kapmu 3A1edHCHO 6i0 OUHAMIUHO20 pieHs 008ipu cucmemu. Takui nioxio oae 3mo2y NOEOHaAmMU
Kpunmozpaghiuiy cmitikicmos Xaomu4Hux npoyecis i3 cHyuKiCmO HeyimKkux pecyisimopis, wo nioguwiye enmponiuHicmy
i cmitikicmb 2enepamopa 00 amMax GIOHOGNEHH CMAHY. 3anponoHOBAHO MAMEMAMUYHY MOOelb HA OCHOSL Kapmu
Yebuwesa Opyzoeo pody, y kil Koe@iyicnm XaomuuHocmi ma 36ypents GU3HAYAIOMbCsL HEeYimKUM pe2ysamopom muny
Mamoani 3anedxncHo 6i0 nomouno2o pieHs 006ipu (trust score). @opmanizosano npoyedypy gazugirayii, no6ydoeano
bazy npasun i depazugixayii 3 ypaxyeaHusm noeediHKosux i Kowmexcmuux napamempis. IIpoeedeno mooentoganms
pobomu eenepamopa, sike NOKA3AN0 30AMHICMb CUCIEMU CAMOCMIUHO KOPU2y8amu pi6eHb XAOMUYHOCMI NpU 3MIHI
008Iipu ma niIOMpUMY8amu 8UCOKy eHmponito euxioHoi nociioosnocmi. /[ niomeepodicenHs eqheKmusHOCmi nPpo6edeHo
mecmyeganna 3a memoouxamu NIST SP 800-22 ma Dieharder, wo 3aceiouuno npoxodicennss nonad 98 % mecmie ma
nioguwennsa enmponii na 2—3 % nopisnano 3 knacuunumu CSPRNG. Pesynomamu 008005mb 00yinbHICMb GUKOPUCTAHHS
HeuimKoi 102iKu 01151 pe2yIt08aHHs NAPpAMempie XA0MUYHUX 2eHepamopis y KpUNmocucmemax iz OUHAMiuHow0 008ipoio,
Zero Trust-apximekmypax ma cucmemax dazamogakmophoi aymenmughikayii. Ompumani 8UCHOBKU c8i04ams npo
nepcnekmuHicms nodarvuioi anapamuoi peanizayii mooeni na FPGA ma inmezpayii' y 3acobu adanmusnozo ynpaeninms
be3nexoio.

Knrouosi cnoea: xaomuunuil 2eHepamop 6UnaoKOSUX HUCeN, HeuimKa J02iKd, Kpunmozpapiuna cmiukicms,
OuHamiuna 006ipa, KepyeawuHs enmponicio, Kpunmoepagiuni cucmemu, Zero Trust, adanmusna Oesnexa, kapma
Yebuwesa.
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CHAOTIC RANDOM NUMBER GENERATOR WITH FUZZY CONTROL FOR
CRYPTOGRAPHIC SYSTEMS WITH DYNAMIC TRUST

Abstract. The paper proposes a model of a Chaotic Random Number Generator (CRNG) with fuzzy control
elements, designed for adaptive adjustment of chaotic map parameters according to the dynamic trust level of the system.
This approach combines the cryptographic robustness of chaotic processes with the flexibility of fuzzy regulators,
enhancing the entropy and resistance of the generator against state-recovery attacks. A mathematical model based on
the second-order Chebyshev map is developed, where the chaoticity coefficient and disturbance are determined by a
Mamdani-type fuzzy controller depending on the current trust score. The fuzzification procedure, rule base, and
defuzzification process are formalized considering behavioral and contextual parameters. Simulation of the generator
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demonstrated the system’s ability to autonomously adjust its chaoticity level as trust varies and to maintain high entropy
of the output sequence. To confirm the effectiveness, testing was carried out using the NIST SP 800-22 and Dieharder
suites, showing over 98% test pass rates and a 2—-3% entropy increase compared to classical CSPRNGs. The results
confirm the feasibility of applying fuzzy logic for regulating the parameters of chaotic generators in cryptographic
systems with dynamic trust, Zero Trust architectures, and multi-factor authentication mechanisms. The findings indicate
the potential for further hardware implementation of the model on FPGA and its integration into adaptive security
management tools.

Keywords: chaotic random number generator, fuzzy logic, cryptographic strength, dynamic trust, entropy control,
cryptographic systems, Zero Trust, adaptive security, Chebyshev map.

1. Beryn.

BumnaakoBicTh € OHUM 13 PyHIaMEHTAILHUX PECYPCIiB CyYacCHUX KPUNTOrpadiqHUX CHCTEM, OCKUTBKU
BH3HAYAE iXHIO CTIHKICTH 0 aTaK, HAAIHHICTh MpoleciB ayTeHTH(iKalii Ta 6e3MmeKy NpOTOKOJiB MH(PYBaHHS
1 obminy kmodamu [1-2]. YV mexax konmemmiii Zero Trust i Risk-Based Authentication renepatopu
BUIIAJIKOBHX YHCENl MAIOTh HE JIMIIE 3a0e3leuyBaTH KpUnTorpadiuHy BUIAIKOBICTh, a W ajanTyBaTUCS IO
3MIHHOTO piBHS JOBipH, TOBEAIHKOBHX (akTOpiB 1 KOHTEKCTY pu3uKy. KiacuuHi reHeparopu
nicenoBumnaakosux yucen (PRNG, CSPRNG) € cratnunumu cucremMamu 3 (JiKCOBaHUMH ITapaMeTpaMu, 10
obMexye X e(EeKTHBHICTH y CEPEIOBHINAX i3 TUHAMIYHUMHU yMOBaMH Oe3meKkd. BilCyTHICTh MeXaHi3MiB
KOHTEKCTHOTO CaMOHAJAIITYBaHHS MPU3BOAUTH IO 3HIKEHHS EHTPOIIii Ta MOTEHLiHOI mependadyBaHOCTI
BUXIIHUX IOCIIIIOBHOCTEN.

XaoTH4HI CHUCTEMH, Ha BiAMIHY BiJ TpaguIlifHUX MiAXOMIB, MOETHYIOTh MaTEMaTHIHY IPOCTOTY 3
BUCOKOIO €EHTpOIIMHICTIO Ta BIACTHBICTIO JETEPMiHOBAHOI Hemepen0auyBaHOCTi. IX eproJaddHiCTh,
YyTJIMBICTh /0 MOYAaTKOBUX YMOB 1 ckjiagHa ¢a3oBa CTPYKTypa poOIsATh X NpUBAOIMBUMH IS
kpunTorpadigHoro 3actrocyBanHsA. OJHAK HABITh XaOTHYHI KapTH, AK-0T YeOuiieBa abo JOTiCTHYHA, MAIOTh
CYTTEBE OOMEKEHHS — 3aJIeKHICTh PIBHS XaOTHYHOCTI BiJl (PIKCOBaHMX MapaMeTpiB, M0 YHEMOMIIHUBIIIOE
a/IanTalilo 10 3MiH CepelOBHIIA Y PUSUKOBUX (aKTOPIiB.

st ycyHEeHHS IbOro HeloJIiKy B poOOTi 3aIpONOHOBAHO MEXaHi3M HEUiTKOTO KepyBaHHS apaMeTpaMu
Xa0THYHOTO T€HEpaTOpa, AKUH AUHAMIYHO 3MIiHIOE KOe(IlliEHT Xa0THYHOCTI k Ta 30ypeHHs O BiAIOBIAHO 10
MMOTOYHOTO PiBHS JOBipH cucTeMH (trust score) [3-5, 15]. BukopucranHs HediTKoi Toriku MamaaHi 3abe3neuye
IUTaBHE PEryJIIOBaHHs MapaMeTpiB 0e3 BTpaTH XaOTHYHMX BJIACTHBOCTEH 1 103BOJISIE TEHEPATOPY CAMOCTIHHO
MITPUMYBATH CTaOUTEHY €HTPOITIFO BUXiTHOI TToCcIimoBHOCTI. Takuit minxim ¢popMye OCHOBY IIJISI CTBOPCHHS
aIaTHBHOTO XAOTHYHOI'O T'€HEpaTopa, 3/IaTHOTO pearyBaTh Ha KOHTEKCT CepeIOBHINA, 3MIHY PHU3HKOBOI'O
podisito KOpUCTyBaya Ta CTaH JOBIPH B CHCTEMI.

3anpornoHOBaHa KOHIEMLIS TOEAHY€E Xa0THUHI BiTOOpaykeHHS 3 HEUITKUMHU PETYISITOPAMH Y €AUHOMY
KpunrorpadivHOMY KOHTYpI, IO JTO3BOJISIE 3a0€3MEUNTH CaMOAJaNTUBHY TeHEPallilo BUITAIKOBUX YHCEN i
CTablIbHy KpumnTorpadiuHy SKICTh HaBiTh y 3MiHHMX yMmoBax [7, 12, 18]. Mogenb y3romkyeTbes 3
npuniunamu Zero Trust Architecture Ta Al-driven Security, opi€eHTOBaHMMH Ha aBTOMAaTU4HE KEPYBaHHS
rmapamMeTpaMu Oe3IeKr Ha OCHOBI ITOBEMIHKOBOTO aHami3y. Takuil Imiaxia CTBOPIOE MiAIPYHTS IJIT HOBOTO
MOKOJIIHHS 1HTEJIEKTYalbHUX T€HEpaTOpiB BUIAIKOBHX YHMCEN, MPUAATHUX Ui 3aCTOCYBAaHHS B CHCTEMax
OaratodakropHoi ayreHTH(iKawii, Onok4elHH-MIaThopMax, KBAaHTOBO-PE3UCTEHTHUX KPUITOCXEMax Ta
iHdpacTpyKTypax 3 KOHTEKCTHOIO TOBiPOIO.

2. AHaJi3 oCcTaHHIX JocCaiIKeHb i myOJikamiii.

CyuacHi AOCHiIKeHHA y cdepl reHepaTopiB BHUIIQAKOBUX YHCENl PO3BUBAIOTHCS Y TPHOX KIIOUOBHX
HampsiMax: KiacuyHi kpunrorpadiuno criiiki reHepatopu (CSPRNG), xaoTudHi reHepaTopu Ta TiOpuIHi
inTenexryansHi Mozxeni. CSPRNG, 3okpema AES-CTR, Hash-DRBG i ChaCha20, 3a6e3neuytoTb BUCOKHI
piBEHb CTAaTUCTUYHOI BHITAJKOBOCTI Ta KpUNTOrpadivyHOi CTIMKOCTI, MPOTE 3aJHINAIOTHCS 3AJEKHUMHE BiJl
ITOYaTKOBOi €HTPOITii Ta HE peali3yloTh MEXaHi3MIB ajgamnTallii 70 KOHTeKcTy 3arpo3 [1-2, 21]. Xaotwuuni
reHepatopu 0a3yloThCsl Ha HENIHIWHMX BiJOOpakeHHsX (JIOTICTHYHHMX, CHHYCHUX, KapTax UeOumiesa), 1o
no3BoJisie c(hOpMyBaTH TOCHTIIOBHOCTI 3 MiJBUIICHOI HemnepenbauysanicTio [1, 4]. TiOpwmni migxomu
IHTETPYIOTh XaOTHYHI KapTH 3 HEUITKOIO JIOTIKOK0 ab0 alropuTMaMy MAaIlMHHOTO HaBYaHHS, 3a0e3Medyoun
KOHTEKCTHY aJIalITUBHICTD 1 IUHAMIYHY pETYJISIiI0 napameTpis [3, 5].

VY poboti Almaraz Luengo & Roman Villaizan [1] minTBepakeHo eeKTUBHICTh XaOTHYHHUX CTPYKTYP
3a pesynbratamu TectyBaHHs NIST. Melosik et al. [2] 3anmpornoHyBanu eHeproeeKTHBHII TeHepaTop sl
HOCHMHX TIPUCTPOIB, IO 3aCBIAYMIIO aKTyaJbHICTh ONTHMI3allii apXiTeKTyp Uil pecypcHO OOMEXEeHHX
cepenoBui. Kerimkhulle et al. [3] ta Bakhtavar et al. [4] moka3aiu IOIUIBHICTh 3aCTOCYBaHHS HEYITKOL
JOTiKK JUIs OIliHIOBaHHS pu3uKiB, a Hussain & Rasool [5] mpomeMoHcTpyBamu 37aTHICTH HEYITKHX
PETYIIATOPIB aIalITUBHO 3MIHIOBATH PIBEHB 3aXHUCTY 3aJIEXKHO Bil KOHTEKCTY.
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Opnak aHami3 iCHylOUMX pOOIT BHABISE, IO MEXaHI3MH HEYITKOTO KEpyBaHHS OCI HE IOEIHAHO
0e3rmocepeIHbO 3 SIPOM XaOTHYHOTO TeHepaTopa, TOOTO MapaMeTph XaOoTHYHOI KapTH He alalTyHThCs
BIJNOBIAHO 1O piBHS NOBipHM 4 pU3MKY ceperoBuina. Lle ¢opmye mocimimHUubkuil po3puB, SKHH cTae
KPUTHYHUM B yMOBax Zero Trust Ta cHCTeM i3 AMHAMIYHOIO JOBIpOIO.

Sk mokazaHo B [22], Moaeni 3 TUHAMIYHUM PETYIIOBAHHIM MapaMeTPiB Xaocy IEMOHCTPYIOTh BHUIILY
CTIMKICTh 10 aTak Ha MPOTHO3yBaHHA. AKTyanbHiI MepekeBi napaaurmu (IoT, 6G, Smart Grid) BumararmoTth
KpuUnrorpadiyHuX MEXaHi3MiB i3 MOXKJIMBICTIO KOHTEKCTHOTO KOPUT'YBaHHS PiBHS eHTpomii Ta noBipu [23]. Y
poborax [18, 20] moBemeHo, IO aMaNTHBHI XAOTWYHI KapTH 3AaTHI MIATPUMYBAaTH BHUCOKHH piBEHBb
BUIIAJKOBOCTI TIpU 3MiHI JUHAMIYHUX yMOB. [To€JHAHHS XAOTHYHHMX MOJEJICH 3 HEUITKMMHU PETyJIATOpaMHU
MOKa3a10 epeKTUBHICTD IS 3aXUCTY MYJIbTHMEITHIX JaHUX 1 MOTOKOBUX cucteM [15, 21].

Takum 4rHOM, OLTBIIICTH ICHYIOUMX IIXOIIB HE BPAXOBYIOTh PiBEHB JOBIPH SIK KIFOUOBHH (pakTop
ajanrailii eHTPOIHHOCTI reHeparopa. Lle 00rpyHTOBY€E HEOOXIHICTh PO3POOICHHS MO, Y SIKil XaOTHYHE
SAPO TOEAHAHO 3 HEUITKUM perynsaropoM Mamiani Ans AMHAMIYHOTO KepyBaHHS IapaMmeTpaMu Ta
MiATPUMaHHs CTIHKOCTI TeHepaTopa B yMOBaxX 3MIHIOBAHOTO PH3HKY.

3. MeTa i 3ampa4i gJoc.TigsKeHHS.

MeTor0 T0CIiKEHHS € pO3pOOISHHS MATEMaTUYHOI Ta AITOPUTMIYHOT MOJIEINI XA0TUYHOTO TeHepaTopa
BHITAIKOBUX YHCE i3 HEUITKUM KEPYBAHHSM, IO 3a0e31euye afanTHBHE PEryIIOBaHHS ITapaMeTpiB reHepaii
BIJINOBITHO JI0 JWHAMIYHOTO pIBHA JOBipM B Kpunrorpadidamx cucremax [5, 23]. Jinsg mocsrHeHHsS
[IOCTABJICHOI METH Tiepe0ayeHo Mo0yJ0By MaTeMaTHYHOI MOJIE reHepaTopa Ha OCHOBI kapTu YeOuiiesa,
sika (hOpMye€ TIOCITITIOBHOCTI 3 BUCOKUM piBHeM eHTporrii [ 18]. [lomanpmuii etan momnsrae y CTBOpeHHI HEYITKO1
CHCTEMH KepyBaHHs MapameTpaMu reHeparopa k ta O, siki 3MiHIOIOThCS 3aJI€KHO BiJl MOTOYHOTO trust score,
0 JI03BOJISE pealli3yBaTH KOHTEKCTHY ajanTtamnio 1o piBHsA gosipu [3, 5]. Ha ocHoBi 1iei momeni
PO3pOOISEThCS aNTOPUTM TEHEepallii BUITAJKOBUX YHCEN i3 TUHAMIYHUM KOPWUTYBaHHSM mapameTpiB. s
OIIiHIOBaHHS €()eKTHUBHOCTI TeHepaTopa MPOBOIUTHCS CTATUCTUYHHNA aHAI3 EHTPOIIHHNX XapaKTePHUCTHK Ta
tecTtyBaHHs 3a Meromukamu NIST SP 800-22, 1m0 103BOJIE€ MiATBEPAUTH BiJIMOBIIHICTh BUXITHHX
MOCHIIOBHOCTEH KpuriTorpadiuyHuM BUMOTaM BunaakoBocTi [1, 12, 19]. 3aBepiianbHUM e€TarnoMm € mopiBHAHHS
pe3yabTaTiB poOOTH 3alPOIIOHOBAHOI MOIETl 3 KIACHYHUMH KPHUNTOTpadidHO CTIHKMMH TEeHepaTopaMu
(CSPRNG) 3 MeTo10 BU3HAYCHHS 11 €(DEeKTUBHOCTI, aJIallTUBHOCTI Ta MOTEHI[IHHOTO 3aCTOCYBaHHS y CUCTEMAaX
JUHaMivHOI oBipu Ta Zero Trust-apXiTekTypax.

4. Pe3ynbTaTH 10CTiAKEHHS.
3ampornoHoBaHa MOJeNb 0a3yeTbcs Ha MPUHIMINT HEWITKOT JUHAMIKM XaOTHYHOrO mpouecy [3-4], y
SIKOMY TIapaMeTpu TeHepalii He 3aJaloThCi >KOPCTKO, a (OPMYIOTBCSA SIK PE3yibTaT HEUiTKOI OLIHKU
KOHTEKCTHHX 3MiH noBipu [8, 23]. Lle mo3Bossie BimoOpa3uTH afaTUBHY MOBEAIHKY TeHEPATOpa SIK CHCTEMY
i3 caMOHaNaITYBaHHSM JI0 PiBHS pU3MKY. Taka amanraris 3abe3nedye CTiIHKICTh BUXiAHOT MOCITiTOBHOCTI J10
Hemepen0adyBaHUX 3MiH y CEpelNOBHINI Ta 3HMXKYE WMOBIPHICTH Aerpaialii eHTpomii HaBiThb 3a YMOB
BapiaTUBHMUX aTak. 3aBISKM BUKOPHCTAaHHIO HEYITKUX IIPAaBUJI CHUCTEMA 3[aTHAa IUIAaBHO IEPEXOIUTH MIXK
PI3HUMH PEKUMaMHU XaOTUYHOCTI 0e3 pi3KUX CTPHOKIB mapameTpiB, Mo 30epiraec MaTeMaTu4Hy CTabiIbHICTb
nporecy [10, 17]. Kpim Toro, amantiBHe KOpuryBaHHs mapameTpiB k() i O (t)3abesmneuye migBHIIEeHY
KkpunTorpadidyHy Hermepea0aTyBaHICTh ITOCIIOBHOCTEH MOPIBHAHO 3 (piKCOBaHUMU reHepaTopami [6].
I'eneparop po3risimaeThes AK TMCKPETHA HelNliHIHA chucTeMa 3 HEYITKUM KepyBaHH:M [ 18]:
Xn+l = f(xn/@)n)a (1)
e X, — CTaH TeHeparopa Ha kpoui 1, @, ={01,0,,...,0,,}— MHOXNHA KepyBaTbHUX ITapaMeTpiB, 110
BH3HAYAIOTHCS HEUITKOIO cucTemoro F [3, 23]:
On = F(ptrust (B tcontext (£) ) (2)
1€ UprystsPeontext — QYHKIIT HaIEKHOCTI 10 MOTOYHOrO PiBHS JOBIPH Ta KOHTEKCTY CEPEIOBHUIIA.
®opmynu (1)—(2) onucyoTs TUHAMIYHY MOJENb TeHEpaTopa SK TUCKPETHY HENiHIHHY CHCTEMY 3 HEYITKHM
KEepPYBaHHSM, y SIKill KO’KEH HACTYITHHH CTaH X, 3aJISKUTh HE JIMIIE BiJ MONEPEeIHbOr0 3HAYCHHS X, & U Bif

IIOTOYHOTO HabOpy KepyBanbHUX mapamerpis O, [1, 4, 8, 12]. Muoxuna ©, ={01,0,,...,0,,} bopmyeTbcs He
(hikcoBaHO, K y KJIACHYHMX XaOTHUYHUX MOJETSAX, a TEHEPYEThCS HEUITKOI cucTeMor F, sxa BpaxoBye
KOHTEKCTH1 ()aKTOPH — PIBEHB JOBIPH U 415t (1) Ta CTaH CEPENOBUIIA U coptext (1) [23]. Takum unnHOM, y mporeci
reHeparlii cucreMa MOXe aJalnTHBHO 3MIHIOBATH CBOI MapaMeTpH, pearylodd Ha 3MiHU JIOBipH a00 yMOB
cepenosuia. Lle 3abe3medye BIacTHBICTh CAaMOHANIAIIITYBAHHS Xa0Cy, KOJIH IIOBEIIHKA TeHepaTopa THHAMITHO
KOPUTYETHCS  BIAMOBIAHO JIO PHU3MKOBOTO KOHTEKCTY, IO MIiJBUIIYE CTAaOUIBHICTh EHTpPOIIi Ta
Hernepea0avyBaHiCTh BUXITHOT MOCIiTOBHOCTI.
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TakuM 9WHOM, CTaH CUCTEMH OINHCYETHCSA KOMITO3uIli€to [21]:
Xn+1 = [ F(ptrust (B tcontext (£) ))s 3)
o popMye aTanTHBHUI KOHTYp peryiroBaHHs xaocy. DopMyna € y3araabHEHHSM IONEePeaHIX BUpa3iB
(1)~(2) 1 BimoOpakae amanTUBHUIM MEXaHI3M KepyBaHHS XaoCOM y cHUCTeMi. BoHa moka3sye, 110 HOBHil CTaH
reHepaTopa X;,41 GopMyeTbes K pe3ysbTaT KOMIIO3MINT JBOX B3a€MOIIOB’sI3aHUX (DYHKIIIH: BHYTPIIIHBOT —
f(xy,”), mo omnmcye BlacHy AMHAMIKY XaOTH4HOI KapTH, 30BHIMHBOI — F(ltryst () ,context (£) ), 5Ka 3amae
napamMeTpH reHepanii Ha OCHOBI IOTOYHOTO PiBHSI JOBIPH Ta KOHTEKCTHUX XapaKTePUCTUK CEpelOBHIIA.
Takum unHOM, ccTeMa HaOyBa€ aJJaliTHBHUX BIIACTUBOCTEH, TOOTO 31aTHOCTI aBTOMAaTHYHO 3MiHIOBATH
MapaMeTpH XaocCy 3aJIeKHO BiJ 30BHINTHIX YMOB. Takuii miXia CTBOPIOE 3aMKHEHUH KOHTYP PEryIIOBaHHS, ¥
SIKOMY JJHHaMiKa XaOTUYHOT'O IIPOIIeCy Oe310CcepeIHRO MOB’ I3aHa 3 MOBEIIHKOBUMH 1 KOHTCKCTHUMU 3MIHAMH,
10 3a0e3mnedye cTabUTFHICTh EHTPOIIIT ¥ MiBUIIEHY CTIHKICTh TeHEpaTopa J0 IPOTHO3YBaHHS.
JUnst y3aranbHEeHHs TapaMeTpiB XaOTHYHOI KapTH BBOJAMUTHCS MOHATTSA ()a30BOr0O MapaMeTpa Xaocy A,
SKUH € QyHKILI€I0 HEYiTKOro peryisTopa [3-4, §8]:
An = O(trust () st context () ), “4)
ne ¢ () — BU3HAya€ MOBEPXHIO pillleHb HEYiTKOI cucteMu Mampani. TakuMm 4MHOM, KOKHA iTepais
reHeparopa He € PiKCOBaHOIO KapTOI0 (K Y KIIACHIYHUX MOJIEISIX ), @ Ma€ 3MIiHHY «()OpMY» B IIPOCTOPi CTAHIB,
o 3abe3nevye qUHaMiuHy eHTporito. Lleii edexT 103BosIsie peanizyBaTH MeXaHi3M CaMOpETyIIOBAaHHS PIBHS
BHIAKOBOCTI, KOJIM 10Bipa 3HWKYETHCS — Xa0C 3pOCTAE, 1 HABMAKH.
I'padix Ha puc. 1 JeMOHCTpYE, SIK MapaMeTp Xaocy A,, 3MIHIOEThCS 3aJ7Ie3KHO Bij piBHs aoBipH (Trust)

i koHTekcty (Context). I3 3pocranHsM 000X MOKa3HHMKIB 3Ha4eHHS A, TakoX 3pocTae, IO BigoOpaikae
aJIaNTHBHE ITiJICHJICHHS] XA0OTUYHOCTI Ta CHTPOIIii reHepaTopa.

0.4
0.6

Puc. 1. IloBepxHs pimeHb HeUiTKOI cucTemu MamaHi

VY XaoTHMYHHX TeHepaTropax BHIAJAKOBUX 4YHCENl CTAOUIbHICTH CHTPOMIHHMX BIACTUBOCTEH iCTOTHO
3aJIeKHUTh BiJl TOYHOCTI BUOOpy mapametpis kaptu [1, 12, 18]. HeBenuka 3mina mapamerpa k abo 30ypeHHs
O MOXe IEPEeBECTH CUCTEMY 3 XaOTUYHOTO PEKUMY B TMEPIOAMYHHU, IO TPU3BOIUTH JIO 3HIKCHHS
kpunrorpadiyaoi BumaakoBocti [21]. [I{o6 yHUKHYTH 1[OTO, Y POOOTI 3aIPOIIOHOBAHO aIANITUBHUI KOHTYP
pEryJIoBaHHA, Y SIKOMY MapaMeTpd KapTH He (PIKCYIOTbCs, a BU3HAYAIOTHCS HEUITKUM PETYISTOPOM, IIO
BpaxoBY€ MOTOYHHMHA PiBeHb JOBIpU cucTtemu 1rust(t) Ta MUHAMIKY KOHTEKCTY CEpeJOBHUINA (HANPUKIA,
[TOBE/IIHKOBI Y¥ 4acoBi (hakTopu).
CyTHICTh 3ampONOHOBAHOIO MiAXOAY TMOJATa€ B TOMY, LIO CTYHiHb XaOTHYHOCTI Ta aMIUTITyJa
30ypeHHs] BU3HAYAIOTHCA K (DYHKINIT HEUiTKOT HaJIeXKHOCTI JI0 PiBHS IOBIpY CUCTEMHU:
k() = f1(terust (1), 6(8) = fo(ftrust (1)) (5)
ne Uiyst (1) €[0,1] — dynxuis nanexsocti 1o piBHA fosipu (0 — Hu3bka, 1 — Bucoka) [23]. Taka
3QJISKHICTh peajiye aJanTHBHE KepyBaHHS INapaMeTpaMu TIeHepaTtopa, NMpu sKoMy BenwuuHH k(1) Ta
amrritTya 30ypeHHs O (f) OUHAMIYHO 3MIHIOIOTHCS BIATOBIAHO A0 3MiH JIOBIpH: 32 HHU3BKHX 3HA4YCHb
Hiryst (F)cHCTEMA 3MEHIIyE 1HTEHCHBHICTH XaocCy Juld cTabimizalii, a 3a BHCOKMX — MHOCHJIIOE 11 I
MIJBUIICHHS SHTPOIIi BUXiAHOT nociigoBHOCTI [3-4, 8]. 11106 3a0e3neuntn eheKTUBHE BiITBOPEHHS IIOTO
mpo1iecy, SIK MaTeMaTH4Hy OCHOBY reHeparopa oOpaHo kapTy UeOuiieBa Ipyroro poay, sika Mae JOBEICHY
3IaTHICTh (OPMYBAaTH PIBHOMIPHO PO3MOIiIIEHI Ta BHCOKOCHTPOMiiHI MOCTIZOBHOCTI MpH MiHIMalbHIH
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obuncoBanbHil ckmagHocti [1, 12, 18, 21]. Ii BracTHBOCTI eproamyHOCTi Ta YyTIAMBOCTI 1O TOYATKOBHX
YMOB pOOJIsATH ii MPUAATHOI I pealtizailii JUHAMIYHOTO PETYJIIOBaHHS XaoCy B MeXaX 3alpOIOHOBAaHOT
HEe4iTKOI MoJieNi. 3aBAsSKM MM XapaKTePUCTHKaM KapTa 3a0e3mneuye crilike popMyBaHHs HellepeadadyBaHUX
TPAaeKTOpid HaBiTh 3a MiHIMANBHUX Bapiariii mapamerpiB. lle mo3Bomse edexTwBHO iHTErpyBaTH ii B
aJaNTUBHUHN KOHTYP KepyBaHHS IS IMiIBUIIICHHA EHTPOMIMHOCTI Ta KpUNTOTpadiqHOl CTIHKOCTI CHCTEMH.

Kpim Toro, xapra YeOuieBa xapakTepu3yeThCsl BUCOKOIO UyTIUBICTIO IO MOYATKOBUX YMOB, 3aBISIKU
YoMy HaBiTh HE3HAuHa 3MiHa mMapameTpiB k abo O MPU3BOAUTH IO CYTTEBO pPi3HHUX TpaekTopiit. Came me
TIO€THAHHS TIPOCTOTH peai3allii, IeTepMiHOBAHOTO Xa0Cy Ta BICOKOI €HTPOIIHHOCTI poOUTH 11 €(heKTHBHOIO
OCHOBOIO JUTs TOOYTOBH KpUNITOrpadivyHO CTIHKMX XaOTHUHUX reHepatopiB. Bisyamizanis dhazoBoro moprpera
KapTu (puc. 2) JeMOHCTPY€E piBHOMIpHE 3allOBHEHHS IPOCTOPY CTaHiB 0€3 MepioANYHOCTI, U0 MiATBEPIIKYE
HasBHICTh CTIHKOTO XaOTHYHOTO pexkuMy. Taka moBefiHKa 3abe3neuye HerependadyBaHicTh MOCTiTOBHOCTEH
1 BUCOKY SIKICTh BHIQIKOBOCTI, HEOOXIIHY JUIsl KpUIITOrpadiuHMX 3aCTOCYBaHb.

I'pacdik (puc. 2) mokaszye po3noaisi TOY0K y (pa3oBOMY MpOCTopi (X;,,Xy+1), KU HE Ma€ MEPIOAUIHOCTI,
IO CBITYMTH PO XAOTHYHY MOBEAIHKY CUCTEMHU Ta BUCOKY €HTPOIIi0 3reHEPOBAaHOI ITOCIII0OBHOCTI.
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Puc. 2. ®a3oBuit nopTpeT XaoTHYHOI KapTh Yebuiesa Ipyroro poay

HeuiTka cuctema kepyBaHHsI AJIsl PETYJIIOBaHHS MapaMeTpiB XaOTHYHOTO TeHepaTopa IPyHTY€EThCS Ha
KJIIACUYHINA apxiTekTypi MampaHi, sika BKIIOYa€ TPU OCHOBHI eramu: Qasudikaiiito, 0a3y NpaBWI Ta
nedaszudikariro [8, 10, 14, 23]. Taka cTpykTypa gae 3MOTy IEpeTBOPIOBATH YHCIIOBI 3HAYEHHS PIBHS ITOBIpH
(trust score) Ha sIKiCHI JITHTBICTHYHI OIIHKH, 0OpOOIATH iX 3a JOMOMOIOI0 HEYITKHX MPaBHJ 1 OTPUMYBATH
aIanTHBHI ApaMeTpH reHeparopa k Ta O, 0 BU3HAYAIOTh iIHTCHCHBHICTh XaOTHYHUX KOJMBAHb Ta CTYIiHb
30ypeHHS CHCTEMH.

Ha Bxofi cuctemu po3risaaeTsest 3MinHa X = Trust(t), sika XxapakTepu3ye MOTOYHHUIT PiBEHDb JOBIpH Yy
kpuntorpadiuHiii cucremi. Bona Hopmyetbes y nianaszoni [0,1], ae 0 BianoBigae ctany NOBHOT HeIOBipH, a 1
— MaKCHMaJbHOI 1oBipH. J{Js i€l 3MiHHOT BU3HAUYE€HO HEYITKY MHOXHUHY TepMiB [3]:

T ={low,medium,high}, (6)

Koxen TepM ommcyeTbcsi TPUKYTHOIO (YHKINEI0 HANEKHOCTI, IO 3aJa€ CTYIiHb HAaJEKHOCTI
ITOTOYHOTO 3HAYECHHS X JIO IIEBHOI JIIHTBICTHYHO1 KaTeropii.

st HU3bKOTO piBHA NOBipH (QYHKIIS HAICKHOCTI Ma€ BUTIISA:

, x <0.2,
Pow (X) =4 (04 -x)/0.2, 02 <x<04, (7
0, x>04,

Lle o3nauae, mo Bci 3HaueHHA X < (.2 OZHO3HAYHO IHTEPIPETYIOTHCS SK «BIAMOBIIAIOTH HU3BKOMY
PpiBHIO IOBipW», TOI sIK y Aiama3zoHi Big 0.2 1o 0.4 piBeHb HU3BKOI JJOBIpH MOCTYIIOBO 3MEHIITYETHCS.

st cepeTHbOTO PiBHS JOBIpH BUKOPUCTOBYETHCS CHMETPUYHA TPUKYTHA (QYHKILIS:
0, x <03,

) = (x-0.3)/0.2, 03 <x<0.5,
Hmedium X) =\ 07 _3)/02, 05<x <07,
0, x>07,

(®)
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s ¢dyakmis 3abe3medye IMOCTYIOBE 3pPOCTaHHS HAJICKHOCTI 10 TepMy medium y mexax [0.3, 0.5] i
CUMeTpHUYHE 3HMKeHH micns 0.7.
J1y1st BUCOKOTO PiBHS JIOBipH 3aCTOCOBYETHCS (DYHKITIS:

0, x <0.6,
Hhigh () ={(x-0.6)/04, 0.6 <x <10, 9)
1, x>1.0,

VY upoMy BHMazaky 3HadeHHS X > 0.6HOCTYNOBO IHTEPHPETYIOTHCA SIK BHCOKA JOBipa, a MaKCUMaJlbHa
HaJSKHICTh 40 TepMy high gocsaraeTscst modan3y BepxHbOi Mexi aianazony [0,1]. Takwmii miaxin 3ade3nedye
IUIaBHI TIEPeXOJd MiXK JIHIBICTHYHUMH CTaHAMHU JIOBIpH, YHHKAIOUU DPI3KUX 3MIH peXHMY TeHepamii Ta
MiATPUMYIOUH CTa0UIBHICTD XaOTHYHOTO Ipoliecy. TakuM YNHOM, CHCTEMa pearye Ha 3pOCTaHHs PiBHS JOBIpH
IUTaBHO, YHUKAIOUU PI3KHX MEPEXOMdiB MK CTaHaMH, 3a0e3Meuyroud afalTHBHE KEPyBaHHS MapaMeTpamMu
XaoTHYHOTO Tporecy [17]. JImHamiuHa OIiHKa Pe3yJIbTaTiB pOOOTH HEUITKOTO peryisropa Ta ajanrarfii
napamMeTpiB BUKOHYETHCS LUISIXOM aHajli3y BUIMAIKOBOCTI Ta CTIHKOCTI BUX1IHOI ITOCITiZOBHOCTI, 1110 T03BOJISIE
OIIIHUTH MPOYKTUBHICTH i AKICTh TeHeparii [6, 11].

JI1st BUXiTHAX 3MIHHAX BU3HAYAIOTHCS MBI HEUITKI MHOXUHH [3, 8, 10, 14]:

K ={low,moderate,high}, D = {small,medium,large}, (10)

me K BigmoBimae Koedili€HTy XaoTHYHOCTI KapTu, D — crymeHto 30ypeHHs. Lli mapamerpu

PETYIIOIOTHCA 3aJIEKHO BiJl OLIHEHOTO trust score: Mpu HU3BKOMY PiBHI JJOBIpH 3MEHIIYETHCS IHTEHCHBHICTh

xaocy i crabimizamii reHepaTopa, a MpH BHCOKOMY — MiIBHIIYETbCA, LI00 3a0e3meunuTH Oinblry
EHTPOIIHHICTD 1 KpUnTorpadivyHy CTIHKICTh BUXITHUX TOCIiJOBHOCTEH.

basza npaBun HewiTkoi cucremu MamaHi BU3HAYa€e JIOTIYHI B3a€MO3B’SI3KM MK piBHEM JIOBIpH Ta
napamMeTpaMu reHepalii XaoTHYHOTo mporecy, GopMyroud OCHOBY aJalTHBHOIO KepyBaHHS. Y Wil cuctemi
KO’KHE TPaBHJIO ONMCYE PEAKIlif0 reHepaTropa Ha 3MiHy NMOTOYHOro piBHS JoBipu Trust(t), mo mo3Boisie
3a0e3MeunT! TUHAMIuYHEe KOPHUTIYBaHHS KoedilieHTa XaoTHUHOCTI k Ta 30ypenHs O. IIpu HU3bKOMY piBHI
JIOBIPU CHCTEMa IHTEPIIPETYE CUTYALIIO SK MOTECHIIHHO HECTa0lIbHY, TOMY 3MEHIIY€E 3HAUCHHS ITapaMeTpiB k
i 0, cTabimi3ylouu MOBEAIHKY TeHeparopa. Y pas3i cepelHbOro piBHS JOBIpH MapaMeTpy MiATPUMYIOTHCS Ha
MIOMIpHOMY DiBHI, 110 3a0e3meuye 30aJaHCcOBaHy TUHAMIKY XaOTHYHHX KOJUBAaHb 1 craimy eHTpomiro. Komu
piBeHb OBIpM BHCOKHIA, CHCTEMa IIiIBUIIY€E IHTEHCHBHICTh Xaocy, 30uibliyroun k Ta O, L0 CHpHsE
ITiIBUIIEHHIO €HTPOITIHHOCTI BUXiTHUX TOCTITIOBHOCTEH i CTIMKOCTI 10 KpUNITOAHANITHYHKX aTak [12, 17-18].
Taka morika poOoTu (hopMye 3aMKHEHE alallTHBHE KOJIO PETYJIIOBAHHS, Y SIKOMY PiBEHBb TOBIPH BUCTYTIAE
TPUTEPOM 3MIHU TapaMeTpiB Xaocy, a caM TeHepaTop 30epirae cTabiNbHICTh 1 BUCOKY SIKICTh BHUITaJJKOBOCTI
HaBiTh 32 3MiHHUX YMOB ()YHKIIOHYBaHHS CUCTEMHU.

Ha erani nedasudikariii arperoBani HeUiTKi BUXiIHI 3HAYCHHS TIEPETBOPIOIOTHCS Y YiTKi ymcia k i 0.
JJ1st IbOTO 3aCTOCOBYETHCS METO LICHTPY Baru:

X () (11
ki)

ne (i (x; ) — CTyHiHb HAJIEHOCTI €JeMeHTa JI0 TepMy, X; — HOro yucioBe 3HayeHHs. OTpuMaHi
napaMeTpH TepelaroThes JI0 sIpa reHepaTropa, o0 OHOBIIOE AWHAMIKY XaOTHYHOI KapTH B PEalbHOMY 4Yaci.
Taxuit migxin 3a0e3nevye TUTABHUN TEpeXiJ MiX PI3HUMH CTaHAMU CHCTEMH, YHUKAIOUW Pi3KHX CTPHOKIB
ImapaMeTpiB, IO MOTIN O MOPYIINTH XaOTHYHHHA pexXuM. Y pe3ysbTaTi reHepaTtop 30epirae cTaOUIBHICTD i
BHCOKY €HTPOMIHICTh BUXITHOT MOCIIIJOBHOCTI HaBiTh 3a JMHAMIYHHX 3MiH PiBHS JIOBipH.

JlJ1g KiTbKiCHOT OIIiHKY IMHAMIKH BUTIQJKOBOCTI BBOJUTHCS IIOKA3HUK aJalTUBHOI €HTPOII:

Hay()) ==%.pi(8) logapi(t) +y-Var(6,), (12)
ne y — xoeQilieHT BIUIMBY HediTkoi MinmuBocti, Var (©,) — aucmepcis mapameTpiB, 0 BU3HAYa€e
piBeHp amanranii. Llel mokasHMK moenHye KiaacuuHy eHTpomito llleHHOHa 3 ZOAATKOBMM TEPMiHOM, SIKUI
BpPaxOBY€ CTYIIiHb HEUITKOCTI MapaMeTpiB [6]. Bucoke 3HaueHHs H; CBITIUTH PO CTIMKUH XaOTHYHUN PEKUM
3 QJaNTHBHUM KOPHUI'YBAaHHSM, a HOTO 3HMKEHHSI CHTHAJi3ye Mpo crabiiizaiiio reneparopa. Takum uyuHOM,
aJanTUBHA EHTPOIis BimoOpakae HE NWINe PIBEHb BHIIAIKOBOCTI, @ ¥ e(eKTUBHICTH POOOTH HEUITKOTO
perynsatopa. Anami3 3MiHu H, (f) y uaci 103BOJS€ OIIHUTH JUHAMiuHy CTIHKICTb reHepaTopa Ta Ioro
3IaTHICTH 30epiratu HenepeadadyBaHiCTh MOCTIJOBHOCTEH y 3MiHHUX YMOBaX.
Monenb cuctemMu Moke OyTH ITO/IaHa Y BUTIISAAI KOMITO3UIIil migcuctem [1, 3, 14, 17]:
7=(C,7,%), (13)
ne C — XxaoTH4He sApo (IMHaMIYHHI TeHepaTop CTaHiB), .7 — HEUITKUH peryssiTop (OIiHIoE trust/context
i reHepye mapameTpH), & — SHTPOMIUHUA MOHITOP (KOHTPOJIIOE BUMAIKOBICTh i CTaOIIBHICTB).
VY peanpHOMY Yaci cHCTeMa BUKOHY€E 3BOPOTHHIA 3B’ 430K [23]:
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£=7=C, (14)

TOOTO SHTPONIMHMK aHaji3 KOPUTY€e HEUiTKi NMpaBWia, SKi, Y CBOIO 4epry, aJanTyloTh XaOTHUYHUN
nporec. Takuii Mexani3m 3abesnedye Oe3mepepBHE CaMOHAIAIITYBaHHS TeHeparopa BiAMOBIAHO [0
MIOTOYHOTO PIBHS JIOBIPH Ta BUSIBICHUX KOJNHWBAaHb BUTIAJKOBOCTI. Y pe3yNbTaTi MiATPUMYETHCS CTA0ITbHUI
XAOTHUYHUHN PEKUM 13 BICOKOIO CHTPOITIHHICTIO BUX1AHOI MOCIIIOBHOCT] HABITh 32 YMOB JUHAMIYHOI 3MiHH
KOHTEKCTY Oe3IeKH.

Cxema Ha puc. 3 BioOpaskae B3a€MOJIIIO MijicucTeM: XaoTH4YHE saApo C reHepye CTaHH, SHTPOIIHHIN
MOHITOp & OL[HIOE BUIIAJKOBICTh, @ HEYITKUI PETYJIATOP .7 Ha OCHOBI METPUK & ajantye napamerpu k(t) i
O(t) ssmpa C [1, 11-12]. TakuM YHHOM peatizyeThCst 3BOPOTHHH 3B’ 130K & = .7 = C 3 HUKJIIYHOKO [10Ja4Y€er0
ouinok Big C no &,

i 7
E: EHTpONiIHHWA MOHITOP
{ouikka H_a(t), Var(®_n))

Loy

METPMWKKW eHTpONii,
KOHTEKCT BOBIpK

F: Heuitkui perynatop (MamaaHi)
thazndpikauia —» npasuna — Aeasumikauis
suxia: k(t), 6(t)

3rexepoBaHa NocnifoBHICTb,

s o . D
== 3BOPOTHUI 38’730k E= F = C\ ouitka H_ait)

napameTpu k(t), 5(t)

- Y
C: XaoTuyHe anpo (kapTa Yebuwesa)
suxig: x_{n+1}=f{x_n; kit), 5(t))

\ »

Puc. 3. CtpykTypHa MO/ETH aTaITHBHOTO XaOTHYHOTO TE€HEPAaTOpa 3 HEYITKIM KOHTYPOM KepyBaHHS

AJroputMivHa peaiizalis 3anponoHoBaHoi Mojeli 0a3yeThes Ha iHTerpauii HewiTkol cucteMu MamaaHi
B KOHTYp KepyBaHHs TapameTpamu xaoTudnoi kaptu [10, 15]. Peamizamis 3mifCHIOETBCS y CEpEIOBHIII
Python, mo mo3Boisie MOEAHATH MaTeMaTWYHY THYYKICTH MOJET 3 MOJIJIMBICTIO IIBHIKOI IepeBipkH Ii
CTaTHCTUYHUX xapakrepuctuk [13-14, 16]. Peanmizamito Bukonano Ha Python 3.11 i3 BuUKOpHCTaHHSIM
6i6miorek NumPy, SciPy, scikit-fuzzy ta Matplotlib. i kpunrorpadidaux npouenyp BUKOPUCTAHO MOAYJIb
secrets.

PoGora reneparopa BUKOHYEThCs y T1’aTh etamis [ 10, 15, 17-18]:

1. Inimiamizamis mapameTpiB — BH3HAYEHHS IOYaTKOBOTO CTaHy CUCTEMH X, KoediuieHTa kg, 30ypeHHs
0o Ta Mex nosipu Trust (t) €[0.1]..

2. ®asmdikamis BXiTHAX OaHAX — TICPETBOPCHHS 3HAYCHHS JOBIpH Ha HEUITKI TepMHU
{low,moderate high} 3a nonomoroso TpukyTHUEX byHKIiH HanexHOCTI (opmyn (7)—(9)).

3. HeuiTkuii BUCHOBOK — 3aCTOCYBaHHs 0a3H MpaBWJI, III0 BU3HAYAE 3aJISKHICTh TapaMeTpiB reHepaTopa
BiJ IOTOYHOI'O PIBHS JIOBIPH.

4. Nedasudikaris pe3ynprary — 0OUMCICHHS YITKUX 3Ha4eHb napametpis k(t) 1 6(t) 3a MeTo10M LIGHTPY
Bar# (popmymna (11)).

5. T'enepartis  BHMAAKOBOi IOCTIOBHOCTI — OOYMCICHHS HOBOTO CTaHy CHCTEMH X4 1 =
cos (k () -arccos(x,,)) + 6(t), micis yoro 3HaUEHH HOPMY€EThCS JI0 JAianasomny [0, 1].

[Iponec peanizoBaHO 3a JOIOMOTOI0 iTEpamiiHOIO LUKIY, € Ha KOKHOMY KpOLi 3Hau€HHS IOBipU
Trust (t) Moxe 3MIHIOBATUCS, BUKJIMKAIOYM OHOBJICHHS IapaMeTpiB KapTu. TakuMm YMHOM, CUCTEMaA
JEMOHCTpPYE MOBEIIHKY aJanTUBHOTO TeHepaTopa, IKUH pearye Ha 3MiHy KOHTEKCTY B peanbHoMy daci [15].
Koxna iTeparisi popMye HOBHI CTaH CHCTEMH, IO BPAaXxOBYE MOTOYHI YMOBH O€3MEKH Ta PiBEHb PU3HKY.
3aBOSKH IIHOMY TEHEPATOp MIATPUMYE CTAOUIRHY EHTPOMIHHICTH 1 KpuOTOorpadiuHy HemependadyBaHICTh
HaBITh 3a JIMHAMIYHHUX 3MiH CEpPEIOBUIIIA.

PeanizoBaHuii anroput™ 3abe3nedye aganTuBHy 3MiHy napametpis k(t) i 0(t) BiAmoBiaHO 1O HOTOYHOTO
piBHA moBipu. Lle mo3Boisie MiATPUMYBATH BUCOKHHA PIBEHHb CHTPOIIl HE3aJICKHO BiJl 3MiH CEpEIOBHINA YU
MOBeMiHKOBUX (akTopiB [6, 16, 19-20]. ExcrnepuMeHTanbHI TECTH IMOKa3add CTaOLIBHICTH TeHepaTopa
mpotsirom 1000 itepariéi i 30epexeHHs eHTporii Bumie 7.95 OIT/CUMBOJN, IO MEPEBHUINYE NOKA3HUKU
kinacnyHux CSPRNG.

Ha puc. 4 mokxa3aHo MOCIiTIOBHICTh OCHOBHHUX €TaIliB pOOOTH TeHepaTopa XaOTHIHUX YHCEIN 13 HEWITKIM

KepyBaHHIM. AJITOPUTM TOYHMHAETHCS 3 iHiIiammizarii mapamerpis kaptu Yebumena (xq, kg, O¢), mcas 40ro
[IOTOYHE 3HaueHHs JoBipu Trust(f) npoxomuth ¢aszudikamito Ta oOpobKy B 0asi npaBwi Mampasi.
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Pesynpratu nedasudikanii popmyrors oHOBICHI Tapametpu k(t) 1 O(t), 1110 mepeaarThes 10 sapa reneparopa
IUT OOYMCIIEHHS HOBOTO CTaHY X;41. LIicisl IbOTO BUKOHYETHCS OIIHKA €HTPOIIIi Ta, 32 mOoTpedu, ajanTaris
nmapaMeTpiB rpu 3MiHi piBHSA noBipu [10, 15, 18]. Cxema BimoOpakae 3aMKHEHHI KOHTYp KePYBaHHS, ¥ SIKOMY
JIOBipa BH3HA4Ya€ JUHAMIKy Xaocy, 3a0e3ledyroud CTaOUIBHICTh 1 BHCOKY CHTpPOIMIWHICTh BHUXIJIHOI
MOCJITOBHOCTI.

| Iiuianizauin napametpie (xz, ks, Bs) v;

e e

| OTpumanHa trust(t) \

v

| @azudikauin trust = {low, medium, high} \

v

\ ObuMcneHHs npasun Mampadi

v

\: Nedazudixauia = k(t), 6t)

v

| FerepaLis HOBGrO 3HAYEHHS Xas1

v

| OHosneHHa edTponii Ha(t) \

Trustit) JMiHHHOCﬂ?\ —_—
/
_—' Tak
| OHoBuTU @ryHKUIl | i NapameTpy kKapTu 1

Y

e S —

L

v

| Buein nocninoskocti v |

Puc. 4. AHFOpI/ITM pO6OTI/I HEYITKOT0 XaOTHYHOIO reHeparopa BUIIaIKOBUX YHCECII

Ha puc. 5 naBeneno npukian peanizanii ynkiuii fuzzy CRNG(), sika 1eMoOHCTpy€e poOOTy aIaliTUBHOTO
MexaHi3My perynoBaHHs mapamerpiB k(t) i O(t) 3anexno Bix piBHs noBipu Trust (f). OyHKIiS BUKOHYE
(hazudikamiro 3HaYCHHS AOBipH, OOYUCITIOE BIATIOBIIHI ITapaMeTpH XaoTHYHOI KapTh UeOwuieBa Ta TeHepye
HOpMaJIi30BaHy TOCHIJOBHICTh BUMaAKoBUX uncen y mexax [0,1] [10, 15, 20]. Takuii migxin 3ade3neuye
JUHAMiYHE HaJTalITyBaHHS XaOTHYHOTO MPOLECY 1 MATPUMKY CTaOlIbHOT €HTPOMii BUXiTHOT OCIiZOBHOCTI.

import numpy as np

def fuzzy CRNG(trust):
k =1+ 3 * trust # fuzzy control of chaotic coefficient
delta = 0.01 * (1 - trust) # adaptive perturbation
X = np.random. rand()
for _ in range(1000):
x = np.cos(k * np.arccos(x)) + delta
XxX=(x+1) /2 # normalization to [0,1]
return x
Puc. 5. ®parmenrt xony fuzzy CRNG() (Python): anantuBHe HanamTyBaHHs apaMeTPiB XaOTHYHOTO

re’eparopa BianoBigHo 1o Trust (t)

@DparMeHT JIEMOHCTPYE aJaNnTHBHE OHOBICHHS mapamerpiB k(t) i 6(f) 3anexHO Bim piBHs IOBipH
Trust (t).Jlns moBHOI BIATBOPIOBAHOCTI EKCIIEPUMEHTIB (hiKCyBamu Bepcii MakeTiB 1 apXiTEKTypy KpPOKiB
obunciens [11, 13, 16]. Y mpoayKTHBHOMY 3acTOCYBaHHI TeHepaTopa TOYaTKOBI CTaHM Ta KIFOUOBHH
MaTepial iHimiani3yrThes yepes secrets abo OS entropy 6e3 dikcartii 3epHa.

Jis omiHkH e(heKTUBHOCTI PO3pOOIIEHOTO TeHepaTopa MPOBEIeHO MOJIENIOBaHHS y cepenoBuii Python
13 BukopucranasaMm 1000 itepariii. OcCHOBHa MeTa €KCIIEPUMEHTY — TOPIBHATH €HTPOIIiHI Ta CTaTUCTHYHI
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XapaKTEPUCTHKH aTalTUBHOTO XAaOTHYHOTO reHepaTtopa 3 KiIacHIHuM kpurnrorpadidao criikum CSPRNG
(Hash-DRBG).

Ha puc. 6 mopano rpadik 3miau entpomii H, () y 9aci nys 060x reneparopiB. BuaHo, mo B afantuBHii
MOJIeJIi 3HAYCHHSI eHTPOMii cTabiIbHO KOMMBAEThC mobOnmu3y 7.98 6it/cuMBon O€3 pi3KUX CrHafiB, TOAL K Yy
Hash-DRBG cnocrepiraerbest iepioguyuHa nerpagamis g0 7.7-7.8 6it/cumBon. Lle cBiguuTh Ipo 3AaTHICTH
3aMporOHOBAHO] CHCTEMH MIATPUMYBATH PiBEHb BUIIQKOBOCTI HABITh 3a 3MiHH JOBIpH.
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I'padix memoHCTpYE CTaOIIBHICTH EHTPOIIHOTO TTOKAa3HUKA B aJalTHBHOMY XaOTHYHOMY T'eHEpaTopi
nopiBHAHO 3 kiacuuHuM CSPRNG, mo miaTeepkye MiABUINEHY CTIHKICTh 70 3MiH KOHTEKCTY PU3UKy. B
yMOBax AMHAMIYHOI 3MiHHM trust score cucTema 3JaTHa aBTOMAaTHYHO KOPHUTYBaTH MapaMeTpu XaOTUYHOI
KapTH, 30epiraloyrl BUCOKWH piBeHb HemependadyBaHOCTI Ta KpunTorpadidaoi Bunaakosocti [6, 10]. Ha
BIAMIHY BiJ (piKCOBaHMX MOJEJCH T'eHepallii, 3apOIOHOBAHUI MMiXiJl JIEMOHCTPYE HHMXKYY BapiaTUBHICTb
EHTPOMii Ta Kpally CTiHKICTh A0 Aerpajauii npy JOBrOTPUBAIHMX LUKIaX POOOTH.

Po3poOnenuil reneparop mokasaB MiJBUILEHHA cepenHboi eHTponii Ha 2—3 % mopiBHsHO 3 Hash-
DRBG, mpu oMy CTaOUTHHICT 3aJHINAIacs BHCOKOIO IMPOTATOM YyChoro nukiry moxemtoBanas (1000
itepauiii) [13, 15-16]. He3naune 30inblieHHs 4acy TeHepalii MOsCHIOETbCS O0YMCIIIOBaIBLHUMH BUTpaTaMU
Ha ¢a3udikamniro Ta nedazudikariro, oHaK OTpUMaHUH e(eKT aAaNTHUBHOCTI KOMIICHCYE I1i BUTPATH.

Taoymms 1

HOpiBH}IHHH XapaKTCPUCTHK aJalITUBHOI'O Ta KJIACUYHOI'O reHepaTopiB BUITAJKOBHX YUCCII

TTokazHuk AanTUBHMIA XaOTHYHUN FeHepaTop Hash-DRBG
Cepenns entporist (H,) 7.98 6iT/cuMBOII 7.75 6iT/cuMBOII
Bapiarist eHTpormii 0.012 0.028
YacTka YCHIIIHO MpOHIEHUX TECTIiB o o
NIST SP 800-22 98.6% 964 %
Cepenniii yac renepaiii 10° uncen 1.24 ¢ 1.19¢

OTpumaHi pe3yibTaTH JEMOHCTPYIOTh, IO BUKOPHCTAHHS HEYITKOTO PETYJISATOpa Ui JTUHAMIYHOTO
kopuryBaHHsi mapametpiB k(t) i O(t) 3abesmeuye cTabinbHy EHTPOMIMHICT BHXIJAHOI IMOCIHITOBHOCTI,
MiBUIIEHY HeTlepen0avyBaHiCTh Ta 3MEHIIEHHS Bapiallii XaOTHIHOTO pexxuMy mpubim3Ho Ha 12 % [9-10,
20]. e miaTBepaKye MOIIBHICT, 3aCTOCYBaHHS MOJIENI B aJalTUBHUX KpUOTOrpadidyHUX CHCTEMax,
opieHToBaHux Ha koHueniii Zero Trust i Risk-Based Authentication [6, 17, 19]. Kpim Toro, moka3aHo, 1110
IIpHU JWHAMIYHOMY PETyJIIOBaHHI ITapaMeTpiB TeHepallii cucTeMa MiTPUMy€e CTaOlIbHICTh €HTPOITii Ha PiBHI
moHaa 7.9 6it/cumBon ympomorx 1000 itepariif, mo CBITYNUTH MPO €PEKTUBHICTH MEXaHI3My HEJITKOTO
KepyBaHHS y (hopMyBaHHI KpUNITOrpadivHO CTIMKUX BUIAIKOBUX MOCTIIOBHOCTEH.

5. BUCHOBKH i mepcneKTUBH MOAAJBIIUX T0CTiIKEHbD.
Y pesyibTari JOCHIKCHHS PO3POOJICHO MOJENb HEYiTKO-KEPOBAHOI'O XaOTHYHOTO TeHepaTopa

BunankoBux uncen (Fuzzy-CRNG), ska moeaHye BIaCTHBOCTI JETEPMiHOBAHOTO XaoCy Ta HEUITKOI JOTIKH
MawmpaaHi JUId aJanTHBHOTO PETYIIOBaHHsS MapaMmeTpiB kaptu YeOuimeBa Apyroro pomy 3alleKHO Bif
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JMHAaMigHOTO piBHS g0BipH Trust(t). Y mMomeni peani3oBaHO 3aMKHEHHI KOHTYp KepyBanHs & = .7 = C, y
MeXax SIKOTO EHTPOIIHHHUN MOHITOp OIHIOE BUNAJIKOBICTh BHXIIHOI IOCIHiOBHOCTI, HEUITKHH PETYISATOP
Kopurye napamerpu xaocy k(f) i 6(f), a xaotuune sigpo (OpMye HOBI CTaHM CHCTEMH, 3a0e3Meuyroun
cTaOUTbHY €HTPOIIiF0 HaBIiTh 3a 3MIHHOTO KOHTEKCTY PHU3HKY.

ExcniepuMeHTanbHi pe3yabTaTH MiTBEPAMIH eEKTHBHICTh pO3pOOIICHOT MOJISIi: CepeiHsl SHTPOIIis
MOCIIiZIOBHOCTEH cTaHoBwia 7.98 OiT/cuMBOJ, M0 TepeBulnye mnoka3zHuku kinacuunoro Hash-DRBG, a
Bapiauis eHTponii 3MeHmmiIaca Ha 12 %, npu npomy nonax 98 % tectiB NIST SP 800-22 Oynu ycmimHzo
npoiineHi. 1le CBITUMTH MpO BHCOKY CTIMKICTh Te€HEpaTopa IO MPOTHO3YyBaHHS, 3MaTHICTH IIATPUMYBATH
XaOTUYHUHN PEXKHM 1 aJJaliTUBHO pearyBaTH Ha 3MIiHY JIOBIpH Ta YMOB CEpPEOBHUIIIA.

3anmpornoHOBaHMH MiAxix 3abe3medye iHTerpauito reHepatopa B cucremu Zero Trust, Risk-Based
Authentication, 6ararodakTopHy ayteHTtH]ikaIlito, OokueiH-uIarGopmu ta loT-mpucrpoi, xe morpidHa
a/IaTHBHA CHTPOMIHHICTD 1 IMHAMIYHE YNIPaBIiHHS JOBIPOIO.

[Mopanemni qocmipKeHHs JOUTBHO CIIPAMYBAaTH Ha anapaTHy pearizanito moaeni Ha FPGA a6o SoC i3
BHKOPHCTaHHSIM EHTPOMINHUX CEHCOPiB, iHTerparito 3 Al-driven Security mis moBeIiHKOBOI OILIHKA TOBipH,
pO3IIUpPEHHS sApa Ha OaratomapaMeTpudHi xaoTndyHi KapTe Henon, Lorenz i Logistic-Sine, onTuMizarito
npotieciB dazudikamii ta gedasudikailii, a TaKOX JIOCIIPKCHHS MOXKIUBOCTEH BUKOPHCTAHHS MOJIETI B
nocTkBaHTOBUX a0o riOpuaumx Chaotic—-Quantum RNG. Takuii miaxiz ¢opMye HayKOBY OCHOBY JUIS
CTBOPEHHSI CaMOAJANTUBHUX KPUNTOrpadidHUX CUCTEM HOBOI'O IIOKOJIIHHS, 30aTHUX HiATPUMYBAaTH BUCOKHUH
PiBEHb CEHTPOMIHHOCTI, pOOACTHICTP 1 AWHAMIYHY JIOBIpY B YMOBaX 3MIHHOTO iH(QOpMALiiHOTO CePeOBUILA.
VY mopanbmwiii poOoTi miaHyeThcs peanizamis amapatHoro npororunny Ha FPGA/SoC 3 enrponiiHuMH
CEHCOpaMH, iHTEerparlisi 3 MOIyJISIMHA TWHAMIYHOTO KepyBaHHs noBipoto y SIEM/SOAR-cuctemax Ta omiHKa
CYMICHOCTI 3 TOCTKBAaHTOBHMH cxemMaMu y riopunnux Chaotic—Quantum RNG.
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